Внимание, родители! Мошенники теперь охотятся за детьми!

Новый схема: злоумышленники просят детей сфотографировать экран телефона родителей, а затем под диктовку переводят деньги с их счетов.

Как это происходит? Ребенок видит рекламу о «выигрыше» в игре, переходит по ссылке, получает инструкцию:

 Сделать фото приложений в телефоне родителя

 Отправить мошеннику

 Под диктовку перевести деньги

Что делать?

 Объясните детям: нельзя переходить по подозрительным ссылкам и отправлять фото телефона!

 Настройте родительский контроль и ограничьте платежи.

 Проверьте, нет ли подозрительных сообщений у ребенка в соцсетях и мессенджерах. Будьте бдительны! Мошенники используют доверчивость детей. Поделитесь этим постом — предупредите других родителей!

